
Trusted Platform Module (TPM) Firmware Update Instructions 

Intel® NUC Kit NUC5i3MYHE and Intel® NUC Board NUC5i3MYBE 

 

 

 
Note 

 
This firmware update is for the TPM firmware only. The BIOS version isn’t updated. 
 
The TPM firmware update clears all data in the TPM, including BitLocker passwords. If you’re 
using BitLocker: 

 Disable or suspend BitLocker before updating the firmware.  

 Make sure you have a copy of the recovery key or you may not be able to log back in 
to the device. 

 

 

To check your TPM firmware version:  

 

1. In Windows, press the Windows key + R. 

 

2. Type tpm.msc and press Enter. 

 

3. Check the TPM Manufacturer Information section: 

 If the Manufacturer Version is 5.4 or earlier, the TPM firmware needs to be updated. 

 If the Manufacturer Version is 5.6 or later, the TPM firmware is up to date. 

 

 
 

 

To update the TPM firmware: 

 

1. Download the NUC5i3MY-TPM-Firmware-Update.bio to a USB flash drive. 

 

2. Plug the USB flash drive into a USB port on the Intel NUC and start it. 

 

3. Press F7 during boot to open the BIOS update screen. 

 

4. Browse to the USB flash drive and select NUC5i3MY-TPM-Firmware-Update.bio  

 

  

https://downloadcenter.intel.com/download/27511/Trusted-Platform-Module-TPM-Firmware-Update-for-Intel-NUC-Kits-NUC5i3MYHE-NUC5i5MYHE-and-NUC7i-x-DN-


5. Confirm you want to update the BIOS. 

 

 
 

6. On the warning screen, select Y to continue with the update. 

 

 
 

 

 
Note 

 
If the TPM firmware is already up to date, the following message appears: 
 
Current TPM FW is v5.62 or above. No FW update required. System will reboot in 20 
seconds.  
 

 

7. The following message appears when the firmware update is complete: 

 

TPM FW updated successfully. System will reboot in 20 seconds. 

 

 

 

 

 


